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Voluntary Disclosure Under the Foreign Corrupt Practices Act

When a company discovers that it may have violated the Foreign Corrupt Practices Act (FCPA), it has 
several options. Faced with the possibility of high fines and other penalties, many companies opt to 
voluntarily disclose their possible violations to the U.S. government—typically, the Department of 
Justice (DOJ), Securities and Exchange Commission (SEC), and/or Commodity Futures Trading Com-
mission (CFTC). 

In most instances, there is no legal requirement to disclose FCPA violations to the government, 
though some companies have discovered that there may be significant benefits to doing so.* But 
disclosing potential FCPA violations to the U.S. government is not without risk. This paper will pro-
vide an overview of the voluntary disclosure process and address the cost-benefit analysis a compa-
ny can undertake together with its legal counsel when determining whether and when a voluntary 
disclosure is in its best interest. 

What is a Voluntary Disclosure? 

The DOJ defines a voluntary disclosure as a disclo-
sure made “prior to an imminent threat of disclosure 
or government investigation,” to the government 
“within a reasonably prompt time after becoming 
aware of the misconduct.”1 The government also ex-
pects that a company making a voluntary disclosure 
will report “all relevant, non-privileged facts known 
to it, including all relevant facts and evidence about 
all individuals involved in or responsible for the mis-
conduct at issue.” 

There are no prescribed procedures for making a 
disclosure. “Many companies elect to contact the 
[DOJ] Fraud Section through counsel, set up a meet-
ing, and provide in person a detailed oral overview 
of the known facts to DOJ attorneys and, in some in-
stances, FBI agents.”2 Publicly held companies, including those with American Depository Receipts, 
will often make a similar disclosure to the SEC’s FCPA Unit. Companies involved in the derivatives 

* There are some instances when a disclosure to the government may be mandated by statute or regulation (e.g., Sar-
banes-Oxley Act of 2002 or the Federal Acquisition Regulation’s mandatory disclosure rule). Mandatory disclosure obliga-
tions are beyond the scope of this paper, which will focus exclusively on voluntary disclosures. 
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markets (including commodities futures, options, and swaps) might also contact the CFTC. In many 
instances, the presentation may be made at a joint meeting with multiple agencies. During the 
presentation, the government will expect companies to disclose information about the potential 
wrongdoing, culpable individuals, who investigated the misconduct and the degree of their inde-
pendence, efforts to preserve evidence, and what disciplinary and remedial measures the company 
took in response to the misconduct. The government may also be particularly interested in how the 
company or board responded once it learned of the allegations.3

Cost/Benefit Analysis of Voluntary Disclosures

A. Benefits

The primary advantage to voluntarily disclosing a potential FCPA violation is the “cooperation credit” 
a company may receive for doing so. When certain conditions are met, the government will decline 
to prosecute the company. Even if the circumstances do not warrant a declination, companies may 
still receive other tangible benefits, such as a non-prosecution agreement or deferred prosecution 
agreement,** a reduction of fines and penalties, and the avoidance of a corporate monitor. 

For the past two decades, the government has repeatedly claimed that it rewards companies that 
make these disclosures. In 2016, the DOJ memorialized these promises by creating a pilot program 
that detailed the benefits companies would receive in return for their voluntary disclosures, cooper-
ation and remediation.4 In 2017, the DOJ made that pilot program permanent, creating what is now 
known as the Corporate Enforcement Policy (CEP), which became part of the DOJ’s Justice Manual.5 
The CEP was revised in 2023 to further incentivize cooperation.6

The CEP makes clear that “[w]hen a company has voluntarily self-disclosed misconduct in an FCPA 
matter, fully cooperated, and timely and appropriately remediated … there will be a presumption 
that the company will receive a declination absent aggravating circumstances involving the serious-
ness of the offense or the nature of the offender.” To qualify for a declination, a company is still 
expected to “pay all disgorgement, forfeiture, and/or restitution” resulting from the misconduct at 
issue. 

** SEC officials previously indicated that a voluntary disclosure is required for companies to be eligible for a deferred 
prosecution agreement or a non-prosecution agreement with the agency.
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In the past, the presence of certain aggravating circumstances,*** such as involvement by senior 
executives in the misconduct, precluded qualifying for a declination. With the 2023 revision, decli-
nations would still be possible if the company voluntarily disclosed “immediately” upon becoming 
aware of the allegation of misconduct, had an effective compliance program at the time of the 
misconduct, and demonstrated “extraordinary” cooperation and remediation. Further, where the 
prior CEP provided that a company with aggravating circumstances may receive up to a 50 percent 
reduction off the low end of the U.S. Sentencing Guidelines fine range, fines under the 2023 CEP 
could be reduced between 50 and 75 percent.

The presence of aggravating circumstances effectively shortens the time frame in which a compa-
ny must act to receive full credit, and raises the bar for cooperation. While timing parameters are 
not defined, practitioners interpret “immediate” disclosure to occur within a handful of weeks (as 
opposed to “reasonably prompt” disclosure being made in several months where aggravating cir-
cumstances are not present). Similarly, while “extraordinary” cooperation is not defined, companies 
should aim to provide consistent, impactful documents and analyses in rolling production cycles, 
have recorded or ephemeral communications available, make records and witnesses available even 
if located outside the U.S., translate documents to English, and/or provide information that leads to 
additional convictions or other investigations within the industry.7 Companies should also consider 
measures that will allow it to withhold bonuses or claw back pay for bad actors.

The CEP does explain several of the terms used in the policy. For example, for a company to receive 
credit for “full cooperation,” they must, among other things, disclose all facts relevant to the wrong-
doing on a timely basis; proactively cooperate, rather than reactively; preserve, collect and disclose 
relevant documents and information in a timely manner; and when requested make relevant com-
pany officers and employees available to the DOJ for interviews. 

*** The FCPA CEP defines “aggravating circumstances” as including but not limited to “involvement by executive manage-
ment of the company in the misconduct; a significant profit to the company from the misconduct; pervasiveness of the 
misconduct within the company; and criminal recidivism.” 
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A company may receive credit for “timely and appropriate 
remediation” if it demonstrates that it has: 

	� conducted an analysis to determine the root causes 
of the misconduct;

	� implemented an effective compliance and ethics pro-
gram;****

	� taken disciplinary action against employees who en-
gaged in the misconduct;

	� preserved relevant business records and prohibited 
the destruction of business records; and

	� taken any other steps “that demonstrate recognition 
of the seriousness of the company’s misconduct, acceptance of responsibility for it, and the 
implementation of measures to reduce the risk of repetition of such misconduct, including 
measures to identify future risks.”

The purported benefit of voluntarily disclosing a violation—a declination—is a very attractive pros-
pect considering that many FCPA violations result in seven-figure fines and penalties. Indeed, even 
a 75 percent reduction off the low end of the U.S. Sentencing Guidelines is an appealing outcome. 
In contrast, if a company fails to voluntarily disclose the violation, the best it can hope to see is a 
50 percent reduction—if it provides the “most extraordinary levels” of cooperation and remedia-
tion. Thus, the monetary consequences of disclosure versus non-disclosure are quite stark. Fur-
ther, whereas certain outcomes are presumptive under voluntary self-disclosure, prosecutors have 
considerable discretion if disclosure is not voluntary; this removes the modicum of predictability a 
company might otherwise have.

A voluntary disclosure may also place the company in a stronger position with other agencies scru-
tinizing its activities. For example, if the company is a government contractor, a suspension and de-
barment official may show more forbearance if the wrongdoing was voluntarily disclosed, coupled 
with remediation and cooperation, than if the company had failed to engage proactively with the 
government. Similarly, if government licenses are essential to a company’s business, a disclosure 
can improve its posture with licensing authorities. 

**** The DOJ has disclosed what it views as an “effective compliance and ethics program” in the “Evaluation of Corporate 
Compliance Programs” document, available at https://www.justice.gov/criminal-fraud/page/file/937501/download. 
TRACE also has an abundance of resources available to companies seeking additional information regarding ethics and 
compliance best practices. See, for example, https://traceinternational.org/publications, https://traceinternational.org/
eLearning and https://traceinternational.org/resource-center. 

“A voluntary disclosure 
may also place the 

company in a stronger 
position with other 

agencies scrutinizing the 
company’s activities.

https://www.justice.gov/criminal-fraud/page/file/937501/download
https://traceinternational.org/publications
https://traceinternational.org/eLearning and https://traceinternational.org/resource-center
https://traceinternational.org/eLearning and https://traceinternational.org/resource-center
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There are also intangible benefits associated with voluntary disclosure. For example, a company 
that voluntarily discloses a potential FCPA violation is better positioned to control the narrative. In-
deed, it is far easier for a company to frame a story when the government hears its side first, rather 
than learning about it from a potentially aggrieved source, such as a whistleblower or competitor. 
Consequently, many companies prefer a proactive posture when engaging with the government, 
rather than expending significant resources defending against an FCPA investigation launched by 
the government. 

B. Costs

Although the potential benefits associated with voluntary disclosure may be significant, the process 
carries some risk and cost. Indeed, the possible downsides of disclosure are so significant that com-
panies should seriously consider all consequences and determine the appropriate course of action 
given the scope and duration of the misconduct they’ve uncovered. 

As the CEP encourages disclosure “at the earliest possible time, even when a company has not yet 
completed an internal investigation,” these decisions must be made in the context of significant 
time pressure and knowledge gaps. A company may need to elect voluntary disclosure before it 
has complete information about the scope of senior management involvement or knowledge, the 
possibility of related control failures elsewhere in the organization, or the scale of any profit or gain 
connected to the allegations—all of which may constitute aggravating circumstances. As such, it is 
important that an organization has a tailored investigation plan in place, particularly with an eye 
towards looking at these factors, before any allegations or suspicions of wrongdoing arise. In addi-
tion, organizations should begin to weigh the disclosure decision concurrent with the investigation, 
instead of waiting for the investigation to conclude.

The SEC has echoed the call for prompt disclosure, saying “you can even self-report when you think 
there is a possible securities law violation. You don’t have to be certain that there is one” (emphasis 
original).8 However, any disclosure, even a false positive, will likely prompt the regulator to look 
across to other areas for potential control failures, and still incurs the costs associated with investi-
gation and program enhancements.

Further, every company that voluntarily discloses an FCPA violation should be prepared for the 
possibility of waiving certain privileges and defenses. Specifically, when a company first meets with 
the government at the outset of the voluntary disclosure process, it may be asked to agree to toll 
the statute of limitations in the matter so that the government and company can thoroughly inves-
tigate the allegations and negotiate a settlement. Because these agreements often eliminate the 
time pressure on prosecutors, companies often find that a resolution of the matter in the voluntary 



8

TRACE

disclosure scenario can take a very long time. In 2023, the median length of time that companies 
took to resolve FCPA enforcement actions was roughly five years.9 

In addition to the statute of limitations, companies often waive attorney-client privilege in order 
to meet the government’s expectation of “full cooperation.” Although the Justice Manual makes 
clear that “a company is not required to waive its attorney-client privilege or attorney work product 
protection to be eligible to receive cooperation credit,”10 there is often a fine line between making 
required factual disclosures and protecting privileged material. The risks for a company increase 
significantly if it faces related litigation, such as a shareholder suit, or enforcement actions brought 
by other U.S. agencies or foreign governments. Moreover, other litigants—such as defendants in 
related DOJ prosecutions of individuals—often seek access to the evidence collected during vol-
untary disclosures, so companies must take steps to protect the information without jeopardizing 
cooperation credit. 

Along with these risks, companies will incur financial costs from the voluntary disclosure, beyond 
restitution and disgorgement. Professional fees and expenses associated with cooperation, includ-
ing fees for attorneys, accountants, data scientists, and translators, can quickly add up. Viewed 
against the length of many FCPA investigations, the sums often exceed any disgorgement or penalty 
amounts by multiples.11 However, this is mitigated to the extent that some of these costs will also be 
in the form of program enhancements, which can have net positive effects downstream. 
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A voluntary disclosure may also result in significant col-
lateral litigation costs. If a company is publicly held, once 
they disclose the potential allegations and voluntary dis-
closure in their SEC filings, shareholder lawsuits are likely 
to follow.12 In some instances, these suits may be brought 
within days of a company’s disclosure.13 Companies also 
sometimes face parallel civil litigation brought by other 
harmed entities, including competitors or even victims of 
the bribery.14 

Although a voluntary disclosure is viewed favorably by 
some regulators, it can have the opposite effect of inviting 
regulatory scrutiny, not only by various U.S. government 
agencies but by foreign authorities as well. For example, if a company’s actions implicate U.S. trade 
or export control laws, a disclosure might prompt scrutiny by relevant enforcement agencies. Simi-
larly, given the increase in global anti-bribery enforcement, an FCPA disclosure made to U.S. author-
ities will undoubtedly increase the risk of follow-on prosecutions brought by other countries. Law 
enforcement agencies in different countries routinely share information with each other regarding 
potential and ongoing enforcement actions, which has substantially increased the risk of multi-ju-
risdictional enforcement actions. Although this risk can be managed through careful planning by 
experienced outside counsel, such as global settlements or offsetting fines and penalties, the risk of 
expensive follow-on litigation or enforcement activity is quite high. 

In addition to these tangible risks and consequences associated with voluntary disclosure, com-
panies must be prepared for other intangible harms. For example, once the public learns of a vol-
untary disclosure, the company is bound to suffer from negative publicity and some reputational 
harm. Declination letters issued pursuant to the CEP are released publicly in furtherance of DOJ’s 
goal to increase transparency in the evaluation process.15 Although the DOJ has indicated it may be 
open to keeping a declination private where public release is not warranted, the decision remains 
within the agency’s discretion. Thus, companies should assume, at least for now, that any disclosure 
made to the government—even if it results in a declination—will become part of the public domain. 
And while the harm to a company’s reputation from such a disclosure may be incalculable, the 
consequences that stem from such harm are very real and have tangible financial consequences, 
including reduced stock price, jeopardization of merger and acquisition activity, and delayed or re-
duced business activity. 

Finally, companies must keep in mind that although the DOJ and SEC have touted the benefits 
of voluntary disclosures, and created certain conditional presumptions, the process still creates 
significant uncertainty. As the DOJ has made clear, the policy does not commit the agency to any 

“Companies should consider 
the decision carefully and 
would be wise to take into 
account the experience of 
FCPA voluntary disclosures 

by other companies. 
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particular outcome and does not extend to the SEC’s enforcement actions. As then-Deputy Attorney 
General Rod Rosentein said, “The new policy, like the rest of the Department’s internal operating 
policies, creates no private rights and is not enforceable in court.”16 Thus, while the CEP may help a 
company to weigh the advantages and risks associated with a voluntary disclosure, it is important 
to keep in mind that the policy leaves significant room for government interpretation and that no 
particular outcome is guaranteed.

Voluntary Disclosure in Practice

The decision to voluntarily disclose an FCPA violation to the government is unique to each company 
that must consider its particular facts, the potential benefits and the possible consequences. The 
government’s further attempts to incentivize disclosure in recent years through the CEP revisions 
have made voluntary disclosure a more attractive option than previously. Nevertheless, companies 
should consider the decision carefully and would be wise to take into account the experience of 
FCPA voluntary disclosures by other companies. 

In recent years, the DOJ has highlighted its commitment to awarding credit to companies that vol-
untarily disclose potential violations, cooperate with the government, and remediate in a thorough 
manner. In a 2023 speech, Acting Assistant Attorney General Nicole Argentieri described a CEP dec-
lination with disgorgement to Corsa Coal, whose employees and agents had bribed Egyptian gov-
ernment officials to obtain lucrative contracts. Factors cited in granting the declination included the 
company’s provision of evidence against individual wrongdoers, leading to criminal charges against 
two individuals. The speech also explained that cases against two insurance brokers were possible 
in part because of facts learned in an earlier CEP declination granted to different company.17

In contrast, the government has demonstrated that compa-
nies will pay significantly higher fines and penalties when they 
do not disclose violations and fail to cooperate fully. For ex-
ample, in December 2019, Ericsson paid over $1 billion to set-
tle an FCPA enforcement action with the U.S. government and 
was required to retain an independent compliance monitor 
for three years.18 The misconduct “involved high-level execu-
tives and spanned 17 years and at least five countries.” The 
government cited several factors that played into its decision 
to impose an exceedingly high penalty, including the compa-
ny’s failure to voluntarily disclose the misconduct to the gov-
ernment, the involvement of senior executives in misconduct, 

“Neither disclosure 
nor non-disclosure is 

risk-free.
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and the seriousness of the offense. Although the company received some credit for its cooperation 
with the government’s investigation—through a thorough internal investigation, making factual 
presentations to the government, making foreign-based employees available for government inter-
views—the government made clear that the company did not receive full credit for cooperation and 
remediation because it “did not disclose allegations of corruption with respect to two relevant mat-
ters; it produced certain materials in an untimely manner; and it did not fully remediate, including 
by failing to take adequate disciplinary measures with respect to certain employees involved in the 
misconduct.” For these reasons, the company only received a 15 percent reduction off the bottom 
of the applicable U.S. Sentencing Guidelines fine range. Similarly, Trafigura only received a 10 per-
cent discount because “in particular during the early phase of the government’s investigation, [it] 
failed to preserve and produce certain documents and evidence in a timely manner and, at times, 
took positions that were inconsistent with full cooperation.”19

The examples above demonstrate that a company may be rewarded for voluntarily disclosing viola-
tions, cooperating and remediating, yet still may be financially penalized for its actions. By deciding 
not to voluntarily disclose, a company may face even harsher financial consequences, particularly if 
its actions do not meet the government’s definition of “cooperation” or “remediation.” In sum, nei-
ther disclosure nor non-disclosure is risk-free. 

Voluntary Disclosure and Timing

One lesson from many voluntary disclosures is that timing matters. As previously noted, the DOJ 
expects that a company will disclose violations “within a reasonably prompt time after becoming 
aware of the misconduct.”20 Moreover, companies bear the burden of demonstrating timeliness. 
The DOJ has not defined “reasonably prompt time,” and the timing demands vary depending on 
whether or not aggravating circumstances are at play.21  Companies will need to balance sufficient 
factfinding against prompt action, bearing in mind that if a look-across later reveals similar miscon-
duct in other geographies or sectors, this may preclude a finding of timeliness.22

External factors might also impact the “timeliness” of a company’s disclosures. If a company is un-
der investigation by other authorities, or if the corruption allegations are already publicly reported, 
disclosing violations to the U.S. government after the fact will not be considered voluntary. To illus-
trate, Airbus did not receive “voluntary disclosure” credit when it disclosed its misconduct to the 
DOJ because it did so only after the UK’s Serious Fraud Office made public its investigation into the 
company.23 This was so, even though the DOJ noted that the company disclosed its conduct within 
a “reasonably prompt time of becoming aware of corruption-related conduct that might have a 
connection to the United States.” Consequently, while the disclosure was appreciated and noted 
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by the DOJ, it was not enough to receive disclosure credit. Similarly, ABB was not given voluntarily 
disclosure credit even though its lawyers contacted the DOJ to schedule a disclosure meeting very 
shortly after learning of misconduct, because the underlying allegations were reported in the press 
in between the time that the meeting was scheduled and when it actually took place.24

Companies also should be aware of the potential impact of whistleblowers on timing and coopera-
tion considerations. Programs like the SEC’s whistleblower program incentivize employees to report 
misconduct, including potential FCPA violations, to the government.25 Since the program’s inception 
in 2011, the SEC has awarded over $1 billion in rewards for tips resulting in successful enforcement 
actions.26 A whistleblower in the Ericsson case was awarded $279 million in 2023.27 Similarly, in April 
of 2024, the DOJ launched a pilot program granting immunity to certain wrongdoers if the come in 
as whistleblowers, broadening the range of potential informants. The potential rise in individual 
disclosure activity increases the risk to companies that the government will eventually learn about 
allegations of misconduct, potentially tilting a company’s decision in favor of prompt voluntary 
self-disclosure. Moreover, given that a disclosure is no longer “voluntary” if the government already 
knows about it from a whistleblower (who is, in turn, only afforded credit by being the first to come 
forward with that information), the possibility of a potential whistleblower disclosure impacts tim-
ing considerations as well. 

In addition to these practical considerations, companies should weigh how well-positioned they are 
after disclosing a potential violation to the government. For example, has the company fully remedi-
ated the misconduct? Have they terminated or disciplined employees involved in the misconduct? Is 
the compliance program adequate? Is it robust and consistently applied? Has the company conduct-
ed a root cause analysis to determine the cause of the wrongdoing and attempted to remedy any 
deficiencies in its compliance program? Has the company implemented enhancements designed to 
prevent, detect and mitigate future misconduct? Is the company prepared to fully cooperate? Make 
witnesses available, including those who are not in the United States? Provide all necessary factual 
information and turn over all relevant (non-privileged) documents, in translation? Has the company 
consulted with, and is it represented by, experienced FCPA legal counsel? If the company cannot 
answer yes to these questions, or know when it can do so, it may find itself in a situation where a 
voluntary disclosure at that moment is not to their benefit. While regulators might try to reassure 
companies that “[i]t’s okay to come in before you know all the facts,”28 most organizations will still 
want to understand how it will meet all the government’s expectations regarding disclosure, coop-
eration, and remediation before it makes a call to enforcement officials.
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Risks of Non-Disclosure

Should a company ultimately decide against voluntary disclosure, it should be aware of the risks 
associated with this decision. As previously noted, a company that does not voluntarily disclose its 
misconduct to the government will not receive “voluntary disclosure” credit under the CEP. If the 
government ultimately learns of the misconduct, this will result in the company receiving, at best, 
a 50 percent reduction off the low end of the U.S. Sentencing Guidelines.***** Although it is possible 
that the government will never find out about the misconduct, robust government whistleblower 
programs, increased global anti-bribery enforcement, increased information sharing among juris-
dictions, disclosures by competitors, and targeted industry-wide investigations increase the likeli-
hood that the government will eventually learn about violations of the FCPA. 

Nevertheless, if a company ultimately decides against voluntary disclosure, there are steps it should 
take to reduce its exposure should the allegations come to light. First, and most importantly, a 
company must be sure that the decision has been thoroughly considered and well documented. 
If the government eventually learns about the misconduct and decision against self-reporting, the 
company must be prepared to demonstrate that it has a robust compliance program that detected 
the misconduct; that it conducted a thorough, well-documented investigation; that it remediated 
the issue and disciplined or terminated the employees engaged in misconduct; and that it made 
necessary compliance enhancements to prevent or mitigate future misconduct. The company must 
also be able to demonstrate that its leadership, including the board of directors, responded ap-
propriately once they learned of the allegations. The company should be prepared to defend the 
reasonableness of its decision not to disclose the violation to the government.

Companies must remain vigilant about their compliance with the FCPA and the potential impact of 
violations. Understanding the advantages and risks associated with the voluntary disclosure pro-
cess is one step in helping companies craft an appropriate response should potential violations 
come to light. Although this white paper provides helpful guidance for individuals seeking to learn 
more about the FCPA, it is general in nature and should be supplemented by guidance and specific 
advice from a company compliance officer and legal counsel. For additional information about this 
issue and others, please contact info@TRACEinternational.org.

***** This also assumes that the company is still fully cooperating with the government and remediated the misconduct. 

mailto:info%40TRACEinternational.org?subject=
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